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Semantic knowledge inference

e policies can be reasoned with
 1nference of knowledge (explicit & implicit)

Multi-Agent systems (MAS)

* model healthcare entities as intelligent agents
. *» model healthcare institutions as MAS
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